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[82] P. BÉGUIN AND J.-J. QUISQUATER, “Se-
cure acceleration of DSS signatures using
insecure server”, Advances in Cryptology–
ASIACRYPT ’94 (LNCS 917), 249–259, 1995.

[83] A. BEIMEL AND B. CHOR, “Interaction
in key distribution schemes”, Advances in
Cryptology–CRYPTO ’93 (LNCS 773), 444–
455, 1994.

[84] H. BEKER AND F. PIPER, Cipher Systems:
The Protection of Communications, John Wi-
ley & Sons, New York, 1982.

[85] H. BEKER AND M. WALKER, “Key manage-
ment for secure electronic funds transfer in a
retail environment”, Advances in Cryptology–
Proceedings of CRYPTO 84 (LNCS 196),
401–410, 1985.

[86] M. BELLARE, R. CANETTI, AND H. KRAW-
CZYK, “Keying hash functions for message
authenticaion”, Advances in Cryptology–
CRYPTO ’96 (LNCS 1109), 1–15, 1996.

[87] M. BELLARE AND O. GOLDREICH, “On
defining proofs of knowledge”, Advances in
Cryptology–CRYPTO ’92 (LNCS 740), 390–
420, 1993.

[88] M. BELLARE, O. GOLDREICH, AND

S. GOLDWASSER, “Incremental cryptogra-
phy: The case of hashing and signing”, Ad-
vances in Cryptology–CRYPTO ’94 (LNCS
839), 216–233, 1994.

[89] , “Incremental cryptography and appli-
cation to virus protection”, Proceedings of the
27th Annual ACM Symposium on Theory of
Computing, 45–56, 1995.

[90] M. BELLARE, R. GUÉRIN, AND P. RO-
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L. LOVÁSZ, “Factoring polynomials with ra-
tional coefficients”, Mathematische Annalen,
261 (1982), 515–534.

[751] A.K. LENSTRA, H.W. LENSTRA JR., M.S.
MANASSE, AND J.M. POLLARD, “The fac-
torization of the ninth Fermat number”, Math-
ematics of Computation, 61 (1993), 319–349.

[752] , “The number field sieve”, A.K.
Lenstra and H.W. Lenstra Jr., editors, The De-
velopment of the Number Field Sieve, volume
1554 of Lecture Notes in Mathematics, 11–42,
Springer-Verlag, 1993.

[753] A.K. LENSTRA AND M.S. MANASSE, “Fac-
toring by electronic mail”, Advances in
Cryptology–EUROCRYPT ’89 (LNCS 434),
355–371, 1990.

[754] , “Factoring with two large primes”,
Mathematics of Computation, 63 (1994), 785–
798.

[755] A.K. LENSTRA, P. WINKLER, AND Y. YA-
COBI, “A key escrow system with warrant
bounds”, Advances in Cryptology–CRYPTO
’95 (LNCS 963), 197–207, 1995.

[756] H.W. LENSTRA JR., “Factoring integers with
elliptic curves”, Annals of Mathematics, 126
(1987), 649–673.

[757] , “Finding isomorphisms between fi-
nite fields”, Mathematics of Computation, 56
(1991), 329–347.

[758] , “On the Chor-Rivest knapsack cryp-
tosystem”, Journal of Cryptology, 3 (1991),
149–155.

[759] H.W. LENSTRA JR. AND C. POMERANCE,
“A rigorous time bound for factoring inte-
gers”, Journal of the American Mathematical
Society, 5 (1992), 483–516.

[760] H.W. LENSTRA JR. AND R.J. SCHOOF,
“Primitive normal bases for finite fields”,
Mathematics of Computation, 48 (1987), 217–
231.

[761] L.A. LEVIN, “One-way functions and pseu-
dorandom generators”, Proceedings of the
17th Annual ACM Symposium on Theory of
Computing, 363–365, 1985.

[762] J. LEVINE, United States Cryptographic
Patents 1861–1981, Cryptologia, Inc., Terre
Haute, Indiana, 1983.

[763] R. LIDL AND W.B. MÜLLER, “Permuta-
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[962] J.C. PAILLÈS AND M. GIRAULT, “CRIPT: A
public-key based solution for secure data com-
munications”, Proceedings of the 7th World-

wide Congress on Computer and Commu-
nications Security and Protection (SECURI-
COM’89), 171–185, 1989.

[963] C.H. PAPADIMITRIOU, Computational Com-
plexity, Addison-Wesley, Reading, Mas-
sachusetts, 1994.

[964] S.-J. PARK, S.-J. LEE, AND S.-C. GOH,
“On the security of the Gollmann cascades”,
Advances in Cryptology–CRYPTO ’95 (LNCS
963), 148–156, 1995.

[965] J. PATARIN, “Hidden fields equations (HFE)
and isomorphisms of polynomials (IP): Two
new families of asymmetric algorithms”,
Advances in Cryptology–EUROCRYPT ’96
(LNCS 1070), 33–48, 1996.

[966] J. PATARIN AND P. CHAUVAUD, “Improved
algorithms for the permuted kernel problem”,
Advances in Cryptology–CRYPTO ’93 (LNCS
773), 391–402, 1994.

[967] W. PENZHORN AND G. KÜHN, “Computa-
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